
Regulamin monitoringu
1.  Administratorem danych jest Epikurean sp. z o.o., ul. Krauthofera 18a/1, 60-203 Poznań.

2. Cel stosowania monitoringu
Monitoring prowadzony jest w celu zapewnienia bezpieczeństwa Gości, pracowników oraz 
mienia; zapobiegania incydentom, kradzieżom i szkodom; dochodzenia lub obrony przed 
roszczeniami; kontroli dostępu do pomieszczeń i obszaru restauracji.

3. Podstawa prawna przetwarzania danych.
Monitoring prowadzony jest na podstawie art. 6 ust. 1 lit. f RODO, tj. w ramach prawnie 
uzasadnionego interesu Administratora, jakim jest zapewnienie bezpieczeństwa osób i ochrony 
mienia.

4. Zakres i obszar objęty monitoringiem
Kamery obejmują teren wejścia do lokalu, salę konsumpcyjną, zaplecze, ciągi komunikacyjne 
oraz obszar kasy.
Monitoring nie obejmuje toalet, szatni ani innych miejsc naruszających prywatność gości lub 
pracowników.
Nagrania nie są wykorzystywane do monitorowania efektywności pracy personelu.

5. Okres przechowywania nagrań
Nagrania z monitoringu przechowywane są przez 24 godziny od momentu ich zarejestrowania, a 
następnie automatycznie usuwane, chyba że stanowią dowód w postępowaniu lub istnieje 
uzasadnione podejrzenie, że mogą stanowić taki dowód. Wtedy przechowywane są do czasu 
zakończenia postępowania.

6. Odbiorcy danych
Dostęp do nagrań mogą uzyskać wyłącznie:
- upoważnieni pracownicy Administratora,
- firmy serwisujące system monitoringu (na podstawie umowy powierzenia przetwarzania 
danych)
- organy uprawnione na mocy przepisów prawa (np. Policja, sąd, prokuratura).

7. Prawa osób, których dane dotyczą
Osobie zarejestrowanej przez system monitoringu przysługuje prawo do:
- dostępu do swoich danych,
- ograniczenia ich przetwarzania,
- usunięcia danych (w granicach technicznej możliwości),
- wniesienia sprzeciwu wobec przetwarzania,
- wniesienia skargi do Prezesa Urzędu Ochrony Danych Osobowych (ul. Stawki 2, 00-193 
Warszawa).

8. Informacje dodatkowe
8.1. Dane z monitoringu nie są przekazywane poza Europejski Obszar Gospodarczy.
8.2. Dane nie są przetwarzane w sposób zautomatyzowany ani profilowane.
8.3. System monitoringu działa w trybie ciągłym i jest odpowiednio zabezpieczony przed 
dostępem osób nieuprawnionych.


